











The Garfield Heights Municipal Court has a satellite facility with extended and
weekend hours to better serve the public. The Court has partnered with the Cuyahoga
County Public Library Mapie Heights Branch to establish the Court Heip Center. The
Court found it can be difficult for people to get to the Clerk’s Office before it closes at
4:30pm weekdays. A Deputy Clerk will be at the Court Help Center to provide online
assistance on Tuesdays at 4 - 8pm and Saturdays 11am - 3pm. “The idea is to make
the Court more efficient and user-friendly,” Garfield Heights Municipai Court Presiding
Judge Deborah Nicastro said.

The Help Center does not replace The Court. But, all court matters that can be
handled at the Clerk’s Office can be done online at the Help Center. “They still have to
come to court for their hearing and the judge still has to hear the facts and see the
evidence. But, up until that time, they can file everything online and save a few trips to
the courthouse,” Judge Nicastro added.

At the Court Help Center, one can file a Small Claims case online. Drivers with
suspended licenses can pay their fines online and receive notice when the BMV will
release their license. A landlord could file an eviction. For tenants who have received
Notice of Eviction, the Deputy Clerk can explain the eviction procedure and offer
resources for help. “We're trying to remove barriers for people to have their cases and
issues resolved. Sometimes people need more time than a few minutes at the clerk’s
office to have their questions answered. So we want to give them more time and more
convenient hours,” Judge Nicastro said.

The Court Help Center at the Maple Heights Library located at 5225 Library Lane will
be operational for the next six months. Then, this pilot program will be evaluated.
Judge Nicastro said that if the Court Help Center proves to be very useful, then the pian
is to add extended hours on one more weekday.

The jurisdiction of the Garfield Heights Municipal Court cover eight communities:
Garfield Heights, Maple Heights, Brecksville, Cuyahoga Heights, Independence,
Newburgh Heights, Valley View and Walton Hills. More information on Garfield Heights
Municipat Court and the Court Help Center can be found on the court website:
ghmc.org.
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Better Business Bureau
Senior Awareness Initiative

~ Brook Park Man Loses $80,000 in Tech Support Scam
am

BBB') A man in Brook Park, Ohio was recently targeted by tech support scammers and

reported to police that he had lost $80,000 in the process. The man initially received an
email informing him that his computer was infected with malware. Following receiving this email, the
man was contacted by a company called Premium Tech Support who said that they could “scan to
clean” the victim's computer for a fee of $599, a service he was told came with a 30-day money-back
guarantee.

However, before the 30 days had passed, the man was charged an additional service fee (bringing his
total to $800), and he decided to cancel the service and request a refund. An employee of Premium
Tech Support named Sam began calling and emailing the victim, and in the process, $79,200 was
“mistakenly” deposited into the victim’s bank account from Premium Tech Support. in an attempt to
rectify the error, the victim worked with Sam to transfer the $79,200 back to Premium Tech Support.
However, the victim later learned that the $79,200 was actually stolen from one of his other bank
accounts, and Sam had defrauded the victim out of his own $79,200. The victim contacted the police
and his bank who are currently investigating.

Tech support scams can be very cunning, as they will sometimes attempt to defraud you both into
purchasing fake services and then attempt to defraud you again through a phony refund process.

BBB offers these red flags and tips to protect yourself from tech support scams:

e Beware of anyone asking for untraceable payments. Scammers often ask for payment by
wire transfer, gift card, or prepaid debit cards. Legitimate companies do not ask to be paid this
way.

¢ Legitimate tech support companies don’t call out of the blue. A popular way for thieves to
get in touch with victims is through cold calls. The callers often claim to be frem a tech
company. But remember that scammers can spoof official looking phone numbers, so don’t trust
your Caller ID.

o Be immediately suspicious of overpayments. Be wary if someone wants to refund you for
services never rendered or refunds you over the original amount. Keep an eye on your other
accounts to see that all of your funds and transactions are accounted for.
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BB One Northeast Ohio woman is warning others after being targeted by a government grant
? scammer masqguerading as a close friend on Facebook. The 81-year-old woman received
a Facebook message from a close friend. The friend said that she had paid $4,000 to
receive a $150,000 government grant, and that she was able to pay all of her bills with the money and
put the remaining funds into her bank account.

Government Grant Scammers Using Your Friends’ Facebook Profiles

The victim believed that the messages came from her friend, as the lookalike Facebook profite had
images of her friend and her friend's family, so the victim continued tatking to her alleged “friend” about
the grant. The friend then toid the victim to contact another individual via Facebook, who told the victim
that the money was part of a Facebook lottery. The individual informed the victim that she was a winner
and was given a list of tiers of “winnings” she could choose from; the higher tier she chose and the
more she was willing to pay for the winnings, the larger grant or winnings she would receive. The victim
chose an advertised tier where she could send $1,500 and receive $60,000 and sent a cashier's check
to an address in Detroit, MI.

However, the victim was then informed that she owed an additional fee before she could receive the
$60,000 and was instructed to buy $500 worth of Amazon gift cards from Walmart. By this time, the
victim had already contacted her friend and family, who informed her that this was a scam. She has not
contacted the scammers since and plans to file reports with the police, Ohio Attorney General's Office,
and the Federal Trade Commission.

BBB has these tips to keep in mind when solicited for a government grant:

e Don’t assume an offer in a message from a Facebook friend is legitimate. Call or talk to
them in person to verify if they contacted you.

¢ Remember, government agencies do not communicate through social media avenues
like Facebook. So, be wary of unsolicited messages.

¢ Free money doesn’t come easy. |f someone is actively soliciting you to give you money, that's
a red flag that you are dealing with an imposter.

¢ Do not pay any money for a "free" government grant. If you have to pay money to claim a
"free” government grant, it is not really free. A real government agency will not ask you to pay
an advanced processing fee. The only official list of all U.S. federal grant-making agencies is
www.grants.gov.
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BB With the holiday season in full swing, many shoppers may find themselves buying a quick
® gift card as a last minute gift for a friend or loved one or may even receive a gift card
themselves. But as much as scammers may like to ask for gift cards as a form of
payment, that's not the only way they use gift cards for their criminal activities.

Gift Card Fraud: Scammers’ Holiday Gift to Shoppers

One of scammer’s favorite frauds around the holiday season is stealing the funds from gift cards before
you have even had a chance to use them. Similar to credit card skimming or shimming, fraudsters will
walk up to a gift card display and use card readers to automatically read the gift card's serial and PIN
numbers. Some scammers will simply write the numbers down and replace the magnetic strip meant to
securely hide a card’s PIN with replacement stickers purchased easily online. Scammers will then wait
and monitor the gift card's balance until it is activated when sold. Once the card is activated, scammers
work quickly to either use the funds to purchase goods or sell the card’s numbers on the dark web.

One consumer reported to BBB that they had purchased $100 worth of CVS gift cards but did not use
them for a period of time. When they finally went to use the cards, the consumer found that they had
already been drained of their funds by an unknown source months earlier. Another consumer reported
being a victim of the scam for a gift card they hadn’t even purchased. The victim received a $50 Visa
gift card as a gift at an office party—however, when they went to use the card, the gift card had already
been used by a different source.

So how do you avoid becoming a victim of gift card fraud? BBB Cleveland has some tips to help make
sure that you're not getting scammed this holiday season:

e First sometimes really is the worst. It's easier for scammers to record the numbers of the first
few gift cards in a stack rather than ones further back. While buying cards from a display, try
taking cards from the middle or back of the stack.

s Buy gift cards from sources you know and trust. Avoid buying gift cards from online auction
sites, because the cards may be counterfeit or stolen.

e Inspect a gift card before you buy it. Check that none of the protective stickers have been
removed. Make sure codes on the back of the card haven't been scratched off to show the PIN
number. Report any damaged cards to the store selling the card.

¢ Use the card as soon as you can. Scammers depend on you waiting to use your gift card so
that they can capitaiize on the card’s full funds.
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